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(U)	SINIO	Strategic	Intelligence	Seminar:	Terrorism	in	Southeast
Asia

FROM:
Deputy	Chief,	Strategic	Intelligence	Issues
Run	Date:	06/21/2003

(C)	On	Thursday,	the	SINIO	Council	and	the	National	Cryptologic	School	are	pleased	to	present
the	third	in	a	series	of	Strategic	Intelligence	Issue	Seminars	for	Summer	2003.	"Terrorism	in
Southeast	Asia"	will	be	presented	by	the	Deputy	SINIO	for	East	Asia, ,	on	June
26th	from	1100-1300	in	2B4118-6	.	Advance	registration	is	required;	instructions	are
provided	at	the	end	of	this	article.

Course	Overview:

(U)	Following	9/11,	the	world's	attention	was	focused	on	Afghanistan,	but	terrorism	existed	in
Southeast	Asia	as	well.	Two	Americans	were	being	held	hostage	by	a	Philippines	terrorist	group,
and	the	Jamaah	Islamiyah	was	planning	attacks	against	US	interests	in	Singapore.	As	more
information	has	come	to	light,	these	Southeast	Asia	terrorist	organizations	have	been	revealed
to	have	close	ties	with	al-Qaida	and	are	receiving	both	training	and	money.	The	presentation	will
cover	the	main	terrorist	organizations	in	the	Philippines	(MNLF,	MILF,	and	ASG)	and	the	Jammah
Islamiyah	by	looking	at	the	history	of	these	groups,	their	aims,	activities,	and	what	is	being
done	about	them.

(U//FOUO)	Please	consult	the	SINIO	Website	("go	sinio")	for	information	on	future	events	in	this
series.

POCs:	
,	for	SINIO	Council	( s)	
	( )	for	information	on	this	presentation.

(U)	REGISTRATION	INFORMATION:

(U//FOUO)	Eligible	SID	students	interested	in	attending	this	brown-bag	session	must	send	the
following	information	to :

COURSE:	AREA1500-Terrorism	in	Southeast	Asia
NAME:
SSN:
ORG:

(U)	Note1:	Pre-registration	is	necessary	due	to	limited	seating.

(U//FOUO)	STUDENT	QUALIFICATIONS:	All	cleared	SID	personnel	may	apply.	Priority,	however,
will	be	given	to	those	analysts	in	organizations	(such	as	S2A	and	S2I)	where	they	would	benefit
from	an	in-depth	look	at	SE	Asia	and	the	effect	of	Terrorism	on	the	region.

(U)	Note2:	While	preference	will	be	given	to	those	who	would	gain	maximum	benefit	by
attending	the	seminar,	registration	will	still	be	determined	on	a	first-come,	first-served	basis.
Those	desiring	to	attend	should	submit	their	requests	as	soon	as	possible.

(U)	Note3:	Session	classification	is	TS//SI.	Session	will	not	be	videotaped.

(U)	ALLOCATIONS:	SID	(50)

(U//FOUO)	POINTS	OF	CONTACT:	For	course	content,	special	needs	assistance,	administrative	or
registration	information:	Course	Managers	(Contractors): 	( @nsa),	E44,

	and @nsa),	E44, .



(U)	PRIVACY	ACT	STATEMENT:	Authority	for	collecting	information	requested	on	this	form	is
contained	in	5	U.S.C.	4101-4118,	10	U.S.C.	1601-1614,	50	U.S.C.	402	note;	Executive	Orders
11348	and	12333.	NSA's	Blanket	Routine	Uses	found	at	58	Fed.	Reg.	10,531	(1993)	as	well	as
the	specific	uses	found	in	GNSA09	and	GNSA12	apply	to	this	information.	Authority	for
requesting	your	Social	Security	Number	(SSN)	is	Executive	Order	9397.	The	requested
information	will	be	used	to	document	the	nomination	of	trainees	and	completion	of	training.	Your
disclosure	of	requested	information,	including	SSN,	is	voluntary.	However,	failure	to	furnish
requested	information,	other	than	your	SSN,	may	result	in	a	delay	in	processing,	ineligibility	for
training,	or	inaccurate	documentation	of	training.

"(U//FOUO)	SIDtoday	articles	may	not	be	republished	or	reposted	outside	NSANet
without	the	consent	of	S0121	(DL	sid comms)."
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